Think before you click.

AVOID PHISHING SCAMS

- Always think twice before clicking on links or opening attachments.
  - Even if they look like they’re from someone you know.

Protect your passwords.

- Use different passwords for work and non-work activities.
- Use multi-factor authentication (MFA) authentication where possible.

Learn more at security.ucop.edu